
We support you in obtaining PCI compliance

PCI DSS Policy Templates  

for SAQs

Firewall Review

Web Application Security Scan

System Security Scan

Wireless Assessment

Internal PCI DSS Security Scans

All guidelines required in the PCI standard as a cost-effective  

template. Minor adaptation to your company with instructions

Applicable to SAQs: A, A-EP, B, P2PE, B-IP, C, C-VT, D, D-SP

Verification of PCI DSS compliant firewall configuration and rules.

Applicable to SAQs: A-EP, D, D-SP

Authenticated vulnerability scan of the restricted area containing 

particularly sensitive data of your web application.

Applicable to SAQs: A-EP, D, D-SP

Unauthenticated, external vulnerability scan to check publicly  

accessible IT systems that are at particular risk.

Applicable to SAQs: A-EP, D, D-SP

Wireless scan to identify and localise all active wireless devices. 

Including recommendations for security measures. 

Applicable to SAQs: C, D, D-SP

Testing your IT systems for thousands of known and current secu-

rity vulnerabilities.

Applicable to SAQs: A-EP, C, D, D-SP

Req.

1.1.7

Req.

6.6

Optional

Req.

11.1

Req.

11.2.1

usd Service

We accompany you on your path to satisfying the requirements of the PCI DSS. As a Qualified Security 
Assessor and Approved Scanning Vendor officially accredited by the PCI Security Standards Council, we 
have developed a wide range of services to help you obtain compliance with the PCI DSS.

Description Info



External PCI DSS Security Scans

(ASV Scans)

PCI DSS Pentest

Security Awareness Training 

(Online Platform)

Security Awareness Posters

Live Hacking

Phishing Campaign

Internal PCI DSS Reviews

PCI DSS Scope Workshop

PCI DSS Gap Analysis

Scan conducted by an Approved Scanning Vendor to identify  

security vulnerabilities in externally accessible systems.

Applicable to SAQs: A-EP, B-IP, C, D, D-SP

Simulated hacker attack on systems and applications. Tailormade  

recommendations for improved security measures.

Applicable to SAQs: A-EP, D, D-SP

Efficient and inexpensive training for your employees; satisfies  

reporting requirement. 

Applicable to SAQs: A-EP, B, B-IP, C, C-VT, D, D-SP, P2PE

Humorous posters giving small impulses for security awareness in 

everyday situations.

Applicable to SAQs: A-EP, B, B-IP, C, C-VT, D, D-SP, P2PE

Impressive and entertaining demonstration of hacker attacks and 

methods of obtaining data belonging to third parties.

Applicable to SAQs: A-EP, B, B-IP, C, C-VT, D, D-SP, P2PE

Simulated, scheduled phishing attacks via e-mail, including final 

evaluation of number of clicks by employees.

Applicable to SAQs: A-EP, B, B-IP, C, C-VT, D, D-SP, P2PE

Quarterly, internal reviews to verify compliance with your proces-

ses. Requirement for service providers.  

Applicable to SAQs: D-SP

Introduction to contents of the PCI DSS and concrete PCI DSS  

assessment requirements under your individual circumstances.

All SAQs

Verification of compliance with relevant PCI DSS requirements to 

detect deviations from the PCI DSS.

All SAQs

Req.

11.2.2

Req.

11.3

Req.

12.6

Req.

12.6

Req.

12.6

Req.

12.6

Req.

12.11

Optional

Optional

usd Service Description Info



usd AG
Frankfurter Straße 233, Haus C1 | 63263 Neu-Isenburg

www.usd.de

Please contact us with any questions or queries.

Phone: +49 6102 8631-190 | E-mail: sales@usd.de

usd Service Description Info

PCI DSS Online Training

Secure Coding Online Training

Consulting Services 

(time and effort basis)

The basics of the PCI DSS as well as credit card security for online 

payments, face-to-face payments and mail order/telephone order.

All SAQs

Raise your developers‘ awareness for aspects of secure coding  

through this training.

All SAQs

Identify ways to reduce your PCI DSS scope and the effort required 

to achieve PCI DSS compliance. 

All SAQs

Optional

Req.

6.5

Optional


